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Abstrak 

Technological advances have brought the world into a new era, including in the field of information. In this context, 

information technology can be considered useful for supporting and improving company management so that it can compete. 

One of the information technology management methods that is widely used is IT governance contained in COBIT (Control 

Objective for Information and Related Technology) 2019. Until now, no evaluation or research has been carried out on 

Manado Post's IT performance so it is not yet possible to know the level of maturity. application of information technology at 

Manado Post. This project focuses on using information systems and IT from Manado Post to manage operations and data 

from Manado Post. This project was carried out by conducting a literature study on COBIT 2019 factor design. Manado Post 

has identified priority objectives in the COBIT 2019 toolkit, especially EDM03 and APO03. Even though it has reached level 

2 capability for EDM03, there are still activities that have not been realized, while for APO03, achievements have not yet 

reached level 2, indicating the need for improvements in identifying goals and stakeholders as well as aligning architectural 

goals with strategic programs. Suggestions include in-depth analysis of unrealized sub-objectives, benchmarking with similar 

organizations, and the development of clear follow-up plans to improve Manado Post's practices in risk management and 

enterprise architecture. 
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1. Introduction 

In the current era of rapidly developing technology, especially in the field of information technology, it has 

become an important element for companies to improve performance and productivity amidst technological 

developments[1]. These technological advances have also resulted in a wealth of data available to companies that 

can be processed into very useful information. By adopting and effectively utilizing information technology, 

companies can optimize their operations, innovate products and services, and remain competitive in an ever-

changing marketplace. However, the increasing amount of incoming data also creates the challenge of increasing 

data surges, making the search for the desired information more complex. Therefore, by implementing good 

information governance, this problem can be overcome effectively [2], [3], [4]. 

Information technology management is a series of actions involving leadership, organization, and procedures to 

ensure that the use of information technology within a company can contribute to achieving company goals [5]. 

This involves structured arrangements and guidance to achieve added value while maintaining a balance between 

the risks and benefits offered by information technology. Therefore, the integration of information technology 

governance starts from the planning phase and continues to the monitoring stage, to ensure the effectiveness of 

information technology in supporting the achievement of company goals[6], [7]. Governance is a guide that can 

help companies in the decision-making process [8]. Governance is also very effective and has an impact on 

improving the company's performance and products, thereby making the company more competitive and 

ensuring the company's future. 

In evaluating and designing information technology governance, several frameworks can be used, one of which 

is the COBIT framework [9], [10], [11]. COBIT is a framework for information technology governance that 

includes the management and provision of information technology services to ensure the security and integrity of 

data and information used [12]. COBIT, which is a standard, is issued by the IT Governance Institute which is 

part of ISACA. The main objective of COBIT is to provide clear policy guidance and best practices in IT 

management, as well as provide support to senior management in understanding and controlling IT-related risks. 
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With the increasing complexity and importance of information technology in business operations, the need for 

effective governance becomes very important [13]. Companies must have clear strategies and policies to ensure 

that their IT investments contribute to achieving business objectives while mitigating the associated risks. This is 

where frameworks like COBIT play an important role, providing a structured approach to managing IT 

governance and helping companies align their IT initiatives with business goals. 

Effective information technology governance not only improves operational efficiency and risk management but 

also fosters trust and confidence among stakeholders. This ensures that IT investments are aligned with business 

objectives and provide measurable value to the organization. By establishing strong governance mechanisms, 

companies can navigate the complexities of the digital landscape with confidence and speed, positioning 

themselves for success in an increasingly competitive business environment [11], [14]. 

Information technology governance also plays an important role in reducing risks and improving data security. In 

an era of rapidly developing technology, companies must ensure that their data is safe and protected from 

unauthorized access. Information technology governance includes structured arrangements and guidelines to 

reduce data security risks, such as conducting continuous audits and monitoring, implementing effective security 

controls, and ensuring that employees follow correct security procedures. With effective information technology 

governance, companies can ensure that their data is safe and protected from unauthorized access, and help 

companies maintain trust and confidence among stakeholders[6]. 

Information technology governance is also very important in managing the risks and benefits offered by 

information technology. In an era of rapidly developing technology, companies must ensure that their 

investments in information technology provide benefits that outweigh the risks faced. Information technology 

governance includes structured arrangements and guidelines to manage risks and benefits, such as conducting 

risk and benefit analysis, identifying high risks, and implementing effective controls to reduce risks. With 

effective information technology governance, companies can ensure that their investments in information 

technology provide benefits that outweigh the risks faced, as well as help companies maintain trust and 

confidence among stakeholders. 

2. Research Methodology 

In this study, several research steps were carried out, according to the sequence shown in the figure:  

 

Figure 1. Research methods 
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Based on the picture above, namely the research flow, in the problem identification step, interviews were 

conducted at the company to collect information about the company profile, company goals, and the extent to 

which information technology is used. This process aims to identify theories that are relevant to the problem 

being researched, which will be used as a reference in discussing research results. 

At the Literature Study stage, researchers look for reading material or references that can help them understand 

the problem or situation that the researcher is researching. This helps us gather additional knowledge that can 

support what researchers have found in this study. The researcher conducted a literature study by searching for 

books, journals, and related research related to information technology governance to create a strong foundation 

for the researcher's research.  

In COBIT 2019, there are 10 key Domain Design Factors (DDF) that need to be considered. This includes 

alignment, value delivery, resources, risk, performance and compliance, objectives and requirements, 

architecture and standards, roles and responsibilities, information, and relevant processes and activities. This 

process helps organizations design IT governance that is in line with strategy, optimizes the use of resources, and 

minimizes risks. At the data collection stage, researchers collected data through interviews with Manado Post IT, 

by asking questions regarding Design Factor 1 to Design Factor 10. 

At the Results and Analysis stage, researchers collected data and analyzed it, researchers used the guidelines in 

COBIT 2019 Workflow Governance System Design as a reference. Researchers carry out examinations in 

various areas, including examining the company's context, strategy, and business situation (this helps researchers 

understand the company's strategy more clearly). This helps researchers assess the extent to which technology 

has been implemented and what is needed to implement IT governance. Based on the results of data processing 

and analysis, researchers conclude the results obtained from the calculations that have been carried out. 

2.1 IT Governance 

Information technology has become an important part of human life and allows people to communicate and carry 

out activities, share information, and support various human activities. IT governance in data management is 

important data management for organizations. Poor governance can cause problems and weaknesses that have 

the potential to create threats such as loss, damage, theft, and interception of valuable data for the organization 

[15]. Efforts to improve information technology governance, especially in data management, are expected to 

reduce the risk of these threats. To improve information technology governance, organizations need to 

understand the extent of current information technology management and what goals will be achieved [16], [17], 

[18], [19]. 

IT governance involves making the right decisions, namely who is responsible for making the right decisions and 

implementing a framework that determines who is responsible for certain tasks. The aim is to ensure that every 

decision taken contributes to the development of the use of information technology in the organization. IT 

governance is the responsibility of institutional leaders and management, who are aware of their roles and 

responsibilities in directing the implementation of IT in the organization so that it is aligned with organizational 

goals[20].   

Governance analysis at the Mando Post company was carried out to measure IT management against COBIT 

2019 standards to assess how the company manages IT and identify areas where improvements are needed. The 

results of this evaluation will be used to improve IT governance and plan recommendations for the Manado Post 

company in the future. 

2.2. COBIT 2019 

COBIT (Control Objective for Information and Related Technology) is a framework published by ISACA 

(Information System Audit and Control Association) which is used to regulate and manage information 

technology in organizations. COBIT is used to control IT implementation within the company. COBIT 2019 

helps measure how well information systems are working by providing guidelines, best practices, and widely 

accepted models to increase the trust and value of information technology in business. Apart from that, COBIT 

2019 is also more flexible and can be adapted to various reference sources, making it easier for users to focus on 

various aspects of information technology management [18], [21]. 

COBIT is a tool that helps control the way information technology is used in a company. The latest version, 

COBIT 2019, helps assess the extent to which information systems are working by providing guidelines, best 

practices, and widely accepted models for increasing the trust and value of information technology in business. 

COBIT 2019 is also easier to adapt to various references, making it easier for users to focus on managing 

information technology better [22]. 

2.3 Understanding Company Context and Strategy 

Researchers will have a clearer understanding of strategy in the IT sector, existing problems, and the goals of the 

Manado Post company using design standards from COBIT 2019. 
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2.3.1 Determining the Initial Scope of the Governance System (Design Factors 1-4) 

This stage is used to identify the initial scope in setting the governance system, especially by considering design 

factors 1 - 4, especially those related to company strategy and objectives, IT risk profile, as well as incidents 

related to IT in Manado Post. 

2.3.2 Factor Design 1 (Enterprise Strategy) 

Factor 1 design is a stage that involves many different strategies depending on the business area. Where the 

design factors are divided into 4 categories, namely, Growth/Acquisition which focuses on company growth, 

Innovation/Differentiation where the company focuses on providing innovative products to customers, Cost 

Leadership where the company focuses on reducing costs, Service/Stability focuses on providing stable services 

and focused on clients. With a description of the importance assessment, namely, value 5 is the most important, 

value 4 is very important, value 3 is important, value 2 is quite important, and value 1 is not important. 

2.3.3 Factor Design 2 (Enterprise Goals) 

Factor 2 design is a stage that involves identifying the goals that Manado Post wants to achieve. In COBIT 2019, 

factor 2 design includes 13 EG (Enterprise Goals) categories, where EG01 relates to having a competitive 

portfolio of products and services, EG02 focuses on managing business risks, EG03 focuses on compliance with 

external laws and regulations, EG04 concerns information quality finance, EG05 focuses on culture-oriented 

customer service, EG06 covers continuity and availability of business services, EG07 relates to quality 

information management, EG08 focuses on optimizing internal business processes, EG09 focuses on optimizing 

business process costs, EG10 relates to capability, motivation, and employee productivity, EG11 relates to 

compliance with internal policies, EG12 relates to managed digital transformation programs, and EG13 focuses 

on product and business innovation. This information also includes an assessment of the level of importance, 

where a value of 5 indicates the highest level of importance, a value of 4 is very important, a value of 3 is 

important, a value of 2 is quite important, and a value of 1 is not important. With this information, stakeholders 

can make clearer choices in determining appropriate business objectives. 

2.3.4 Factor Design 3 (Risk Profile) 

The factor 3 design stage is a step in determining the risk profile of Manado Post. At this stage, the focus is given 

to understanding risk scenarios that could affect Manado Post, as well as how to assess the level of impact and 

likelihood of these risks occurring. Therefore, high-level risk analysis is necessary to identify risks that have a 

significant impact. 

2.3.5 Factor Design 4 (IT-Related Issue) 

The 4th factor design stage involves identifying and analyzing problems related to information technology (IT) at 

Manado Post. This involves reviewing the IT problems currently being faced or risks that have already occurred. 

The main objective is to identify in detail IT problems that reflect the current situation, according to the COBIT 

2019 framework standards, and to prepare for handling these problems in the future so that they can be handled 

more effectively. The ranking of IT problems is assessed based on their level of importance using a rating scale: 

1. No Problem, 2. Problem, 3. Serious Problem. 

2.4 Improving the Scope of the Governance System (Design Factors 5 – 10) 

In this phase, an analysis is carried out to increase the scope of the governance system based on a 5 - 10-factor 

design. This includes questions regarding all matters relating to the company's work environment (in this case 

Manado Post). In addition, this stage aligns company values so that existing IT-related risks can be identified, 

measured, and categorized. At this stage, not all design factors can be applied to the company, so irrelevant 

factors can be ignored. Design factors 5 – 10 based on COBIT 2019 guidelines are: 

2.4.1 Factor Design 5 (Threat Landscape) 

In the context of this factor design, interviewees were asked to provide their views on the level of risk associated 

with aspects of work, especially those related to threats that could arise in the context of geopolitics, 

demographics, and other aspects. These 5 design factors aim to help assess the extent of the security environment 

that Manado Post has. In this factor, threats are divided into two categories, namely normal, which indicates that 

the company is operating under threat conditions that are within normal limits and do not have a significant 

impact on the company (Manado Post). A high threat level indicates that the company is operating in an 

environment with a higher threat level, which can have a major impact especially due to geopolitical or 

demographic issues, and can significantly influence the company's activities (Manado Post). 
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2.4.2 Factor Design 6 (Compliance Requirement) 

In this design factor, the interviewee was asked questions about how the company complies with regulations 

from the local government. The questions in design factor 6 will help to find out how well the Manado Post 

company complies with government regulations. The level of compliance with government regulations is divided 

into three categories: 1. Low, indicating that the company's compliance with government regulations is 

considered below average, 2. Normal, where the company's compliance is generally considered the same as other 

companies, 3. High, in this case, Company compliance is considered to be above average or very high. 

2.4.3 Factor Design 7 (Role of IT) 

This design factor is a stage that aims to identify the role of information technology (IT) in Manado Post. At this 

design stage, resource persons were asked questions regarding the role of IT in the Manado Post organization. IT 

roles are classified into four categories, namely: The level of importance of each role is assessed using a scale 

that includes values 1 (not important), 2 (very important), 3 (important), 4 (very important), and 5 (most 

important). ). 

2.4.4 Factor Design 8 (Sourcing Model of IT) 

This design factor is a stage that determines information related to IT resources in a company utilizing 

Outsourced, Cloud, insource, or hybrid IT services. 

2.4.5 Factor Design 9 (IT Implementation Methods) 

ISACA developed the implementation guide because COBIT is considered one of the most commonly used 

frameworks for Information Technology Governance and Management, but is often considered too complex. In 

this factor design stage, researchers ask questions about the three methods used by companies in software 

development. These three methods include: 

1. Agile, this method involves iterative software development which aims to increase flexibility and 

responsiveness in development. 

2. DevOps, is an integration of culture, implementation, and tools used to improve an organization's ability to 

develop, implement, and provide software services quickly. 

3. Traditional Methods, which are related to IT development using a more conventional approach. 

This research aims to understand how companies use these methods in their software development. 

2.4.6 Factor Design 10 (Technology Adoption Strategy) 

In this factor design stage, researchers ask questions regarding the rate at which companies adopt or implement 

new technology. Adoption of this technology can be grouped into three categories. The first is the First Mover 

strategy, which refers to the policy of implementing new technology as quickly as possible with the aim of 

achieving a competitive advantage. Second is the Follower strategy, namely an approach that follows other 

companies that have adopted new technology and have evidence of the positive impact of this adoption. Third is 

the Slow Adopter strategy, which reflects a slow technology adoption policy. 

2.5 Concluding Governance System Design 

This stage is the final step in the COBIT 2019 verification process. Each response has been implemented in the 

tool, and each design factor will provide results in the form of numbers and be measured as specified in COBIT 

2019. The results obtained will then be analyzed to produce information and knowledge related to the corporate 

governance system of the Manado Post company. 

3. Results and Discussion 

The results that researchers obtained regarding the Design Factor came from the interview process with the IT 

Department at the Manado Post Office. 10 design factors need to be assessed to obtain results and priorities from 

IT governance, which aims to obtain corporate IT governance priorities. After analyzing to determine the 

objective with Design Factor (DF1-DF11), the process objective is obtained which will be further evaluated as 

shown in the following picture: 



George Morris William Tangka, et al 

 

 

Jurnal Informasi dan Teknologi − Vol.  6, No. 2 (2024) 53-62 

58 

 

 

 

Figure 2. Priority Objectives 

The results of filling in the 10 design factors found 2 priority objectives with a value of >95 which were based on 

and adapted to the company's conditions. The two priority objectives include EDM03 – Ensured Risk 

Optimization and APO03 – Managed Enterprise Architecture. Based on the results obtained, it will proceed to 

the core stage. 

After the results of the design factors and determining respondents have been obtained, the researcher continues 

with interviews with respondents who have been determined according to the RACI chart. From the results of 

these interviews, calculations are made to obtain the capability level for each priority objective which will be 

categorized according to NPLF [23]. If the results of the capability level for priority objectives do not reach F 

(fully), then the capability level cannot be continued or stopped at that level [24]. Each priority objective is 

calculated starting from level 2 capability because it is by what has been determined and written in the COBIT 

2019 governance and management objectives book [25]. 

3.1. EDM03 – Ensured Risk Optimization 

Researchers conducted interviews with respondents in the form of activities contained in the EDM03 objective 

which were used to measure whether MANADO POST had reached the capability level for level 2, level 3, and 

level 4. These activities were level 2 activities. 

3.1.1 EDM03 Level 2 Activity 

Table 1. Activities on EDM03 Level 2 

No Process Name Activities Question 
Capability 

Level 
Yes/No 

1 

EDM03.01 

Evaluate risk 

management. 

Understand the organization and its context related to 

I&T risk. 

Does the organization understand the 

internal and external context that may 

influence IT risks? 

2 yes 

2 

EDM03.01 

Evaluate risk 

management. 

Determine the risk appetite of the organization, i.e., the 

level of I&T-related risk that the enterprise is willing to 

take in its pursuit of enterprise objectives. 

Has the organization determined the 

level of risk it is willing to take 

regarding IT to achieve company 

goals? 

2 yes 
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3 

EDM03.01 

Evaluate risk 

management. 

Determine risk tolerance levels against the risk appetite, 

i.e., temporarily acceptable deviations from the risk 

appetite. 

Has the organization established 

limits or tolerances for temporary 

deviations from the desired level of 

risk (risk appetite)? 

2 yes 

4 

EDM03.01 

Evaluate risk 

management. 

Determine the extent of alignment of the I&T risk 

strategy to the enterprise risk strategy and ensure the 

risk appetite is below the organization’s risk capacity 

Has the I&T risk strategy been 

checked to ensure alignment with the 

company's risk strategy? 

2 no 

5 

EDM03.02 

Direct risk 

management 

Direct the translation and integration of the I&T risk 

strategy into risk management practices and operational 

activities. 

Are IT risk management practices 

organized to ensure alignment with 

IT risk strategies and operational 

activities? 

2 yes 

6 

EDM03.02 

Direct risk 

management 

Direct the development of risk communication plans 

(covering all levels of the enterprise) 

Is the Organization responsible for 

directing the development of a risk 

communications plan that covers all 

levels of the enterprise? 

2 yes 

7 

EDM03.02 

Direct risk 

management 

Direct implementation of the appropriate mechanisms 

to respond quickly to changing risks and report 

immediately to appropriate levels of management, 

supported by agreed principles of escalation (what to 

report, when, where, and how). 

Have appropriate mechanisms been 

implemented to respond quickly to 

changing risks, and are there agreed 

escalation principles? 

2 yes 

8 

EDM03.02 

Direct risk 

management 

Direct that risks, opportunities, issues, and concerns 

may be identified and reported by anyone to the 

appropriate party at any time. Risk should be managed 

by published policies and procedures and escalated to 

the relevant decision-makers 

Can risks, opportunities, issues, and 

concerns be identified and reported 

by anyone to the appropriate parties 

anywhere and at any time? 

2 no 

9 

EDM03.03 

Monitor risk 

management 

Report any risk management issues to the board or 

executive committee 

Are any risk management issues 

routinely reported to the board or 

executive committee? 

2 yes 

 

Unrealized activities are found in sub-objective EDM03.01, where the fourth activity highlights the process of 

determining the level of consistency of Information Technology (I&T) risk strategies with the company's risk 

strategy, as well as in sub-objective EDM03.02, which demands risk identification and reporting, opportunities, 

problems and fears to relevant entities in a timely and timely manner. 

Meanwhile, activities that have been carried out can be differentiated based on sub-objectives EDM03.01 and 

EDM03.02. Activities under EDM03.01 include understanding the organizational structure and context related to 

I&T risk, determining the organization's risk propensity, and assessing the level of risk tolerance against risk 

preferences. On the other hand, activities included in EDM03.02 include initiatives to direct the process of 

translating and integrating I&T risk strategies into operational activities and risk management practices, 

facilitating the development of comprehensive risk communication plans, as well as implementing responsive 

mechanisms to rapidly changing risk dynamics, including appropriate reporting to relevant levels of 

management. Finally, the realization of activities also includes sub-objective EDM03.03, where disclosure of 

risk management issues is reported to the board or executive committee. 

After that, level 2 capability calculations were carried out for EDM03 priority objectives and the percentage 

results obtained were 77.77%, namely based on the NPLF EDM03 level 2 objectives were at the Fully Achieved 

rating, which means the company has achieved level 2 capability so that it can be continued with level 3 

capability assessment [26]. 

3.2 APO03 - Managed Enterprise Architecture Goals 

Priority objective APO03 regarding how the Enterprise Architecture is Managed and each activity addressed 

indicates level 2 activities. 

3.1.2 APO03 Level 2 Activity 

Table 2. Activity at APO03 Level 2 

No Process Name Activities Question 
Capability 

Level 
Yes/No 

1. 

APO03.01 — 

Managed 

Enterprise 

Architecture 

Identify key stakeholders and their 

concerns/objectives. Define key enterprise 

requirements to be addressed as well as 
architecture views to be developed to satisfy 

stakeholder requirements. 

Have key stakeholders and their 

concerns/goals been identified in 

the development of the 

enterprise architecture? 

2 no 

2. 

APO03.01— 

Managed 

Enterprise 

Identify enterprise goals and strategic drivers. 

Define constraints that must addressed, 

including both enterprisewide and project-

Have the company's objectives 

and strategic drivers been 

identified as a basis for 

2 yes 
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Architecture specific constraints (e.g., time, schedule, 

resources, etc.). 

enterprise architecture 

development? 

3. 

APO03.01 — 

Managed 

Enterprise 

Architecture 

Align architecture objectives with strategic 

program priorities. 

Are architectural objectives 

aligned with the company's 

strategic program priorities? 

2 no 

4. 

APO03.01 — 

Managed 

Enterprise 

Architecture 

Understand enterprise capabilities and goals, 

then identify options to realize those goals. 

Has an understanding of the 

company's capabilities and 

objectives guided the 

identification of options to 

realize those objectives? 

2 yes 

5. 

APO03.01 — 

Managed 

Enterprise 

Architecture 

Assess the enterprise’s readiness for change. 

Has an assessment of the 

company's readiness for change 

been carried out as part of the 

architecture development? 

2 yes 

6. 

APO03.01 — 

Managed 

Enterprise 

Architecture 

Define the scope of baseline architecture and 

target architecture. Enumerate items that are in 

scope as well as those out of scope. (Baseline 

and target architecture need not be described 

at the same level of detail.) 

Has the scope of the base 

architecture and target 

architecture been determined 

taking into account the 

company's strategic goals and 

objectives? 

2 no 

7. 

APO03.01 — 

Managed 

Enterprise 

Architecture 

Understand current enterprise strategic goals 

and objectives. Work within the strategic 

planning process to ensure that IT-related 

enterprise architecture opportunities are 

leveraged in the development of the strategic 

plan. 

Are the company's current 

strategic goals and objectives 

understood and utilized in the 

development of I&T-related 

enterprise architecture strategic 

plans? 

2 yes 

8. 

APO03.01— 

Managed 

Enterprise 

Architecture 

Based on stakeholder concerns, business 

capability requirements, scope, constraints, 

and principles, create the architecture vision 

(i.e., the high-level view of baseline and target 

architectures). 

Has the vision architecture been 

created based on stakeholder 

concerns, business capability 

requirements, scope, constraints, 

and principles? 

2 no 

Manado Post has carried out four of the eight activities listed in APO03 level 2. The four activities that have not 

yet been carried out focus on sub-objective APO03.01, which includes identifying objectives and stakeholders, 

aligning architectural objectives with strategic programs, determining basic architectural scope and targets, and 

creating an architectural vision. Meanwhile, the activities carried out by Manado Post are included in the same 

sub-objective, namely APO03.01, including identifying strategic drivers and constraints, understanding the 

company's capabilities and objectives, assessing the company's readiness for change, as well as understanding 

strategic goals and targets company to support strategic plans. 

After that, the level 2 capability calculation was carried out for the APO03 priority objectives and the percentage 

results obtained were 50%, which means that the APO03 level 2 objectives were at the Fully Achieved rating, 

which means the calculation could not be continued at level 3 capability because it did not reach the capability 

for level 2[26]. 

3.3 Level Capability Gaps 

As for the results obtained, there is a gap between each priority objective from the results of calculating the 

current level of capability and the expected level of capability, namely the level of capability obtained from the 

results of the design factor toolkit analysis. This can be seen in Table 3. Level Capability Gaps 

No Objektif Prioritas Expected Capability Level Current Capability Level Gaps 

1 EDM03 9 7 2 

2 APO03 8 4 4 

3. Conclusion 

After completing the ten design factors in the COBIT 2019 toolkit, two priority goals were identified, namely 

EDM03 - Ensured Risk Optimization and APO03 - Managed Enterprise Architecture Goals. Manado Post has 

carried out several activities listed in the EDM03 priority objective. However, there are still activities that have 

not been realized, especially in sub-objectives EDM03.01 and EDM03.02, which require improvements in 

establishing consistency of I&T risk strategy with the company's risk strategy and identifying and reporting risks 

appropriately and on time. However, the calculation results show that Manado Post has achieved level 2 

capability for EDM03 with a percentage of 77.77%, making it possible to proceed to level 3 capability 

assessment. Meanwhile, for the APO0 priority objective, Manado Post has also carried out some of the required 

activities, but there are still several activities that have not been implemented, especially in the APO03.01 sub-
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objective. This shows the need for improvement in identifying goals and stakeholders as well as aligning 

architectural goals with strategic programs. The calculation results show that Manado Post has not reached level 

2 capability for APO03, with a percentage of 50%. Therefore, calculations cannot be continued at level 3 

capability because it has not yet reached level 2 capability. Overall, these conclusions provide an overview of 

progress and the need for improvement which can be used as a guide in further development of Manado Post. 

Based on the findings obtained, the following are several suggestions that can be submitted to Manado Post to 

further strengthen and improve the effectiveness and efficiency of ensuring risk optimization and managing 

company architectural objectives: 

1. In-depth Analysis of Unrealized Sub-Objectives: Conduct a more in-depth analysis of sub-objectives 

EDM03.01 and EDM03.02 to understand the obstacles that may prevent Manado Post from achieving 

unrealized activities. Identify the causes and propose solutions that can help increase the consistency of the 

I&T risk strategy with the company's risk strategy and identify and report risks appropriately and on time. 

2. Benchmarking with Similar Organizations: Compare Manado Post's practices in risk management and 

enterprise architecture with similar organizations in the same industry. Identify whether there are best 

practices that can be adopted or opportunities to learn from the success of others. 

3. Develop a Clear Follow-up Plan: Create a clear follow-up plan based on the findings from the previous 

analysis. This plan should include concrete steps to improve activities not yet realized in EDM03 and 

APO03. Make sure the plan can be implemented well and its success can be measured. 

By conducting research based on these suggestions, Manado Post can improve its practices in risk management 

and enterprise architecture to achieve higher and more sustainable levels of capability. 
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